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Preface

IHCI is an annual international conference in the field of Human-Computer Interaction,
dedicated to exploring research challenges arising from the intricate interaction between
machine intelligence and human intelligence. The fifteenth edition of this event focuses
on the theme of “Al-Powered IHCI,” delving into the dynamic intersection of artificial
intelligence and human-computer interaction.

We are pleased to introduce the proceedings of the 15th International Conference on
Intelligent Human-Computer Interaction (IHCI 2023), hosted both on-site and online
by EXCO Daegu, South Korea, from November 8 to 10, 2023. The event took place in
Daegu, South Korea, and featured 4 special sessions, 2 workshops, 2 tutorial sessions,
and 2 panel discussions, all aligned with the conference’s central theme. Out of 139 sub-
mitted papers, the program committee accepted 71 for oral presentation and publication,
following the recommendations of at least 2 expert reviewers in each case.

The 15th IHCI conference included keynote and invited talks facilitated by expert
session chairs with substantial experience in both industry and academia. It drew more
than 200 participants from over 25 countries.

IHCI has become the primary global gathering for academic researchers, graduate
students, leading research think tanks, and industry technology developers in the field.
We believe that participating in IHCI not only contributes to personal and professional
growth but also fosters success in the business realm, ultimately benefiting society as a
whole.

Our sincere gratitude goes to all the authors who submitted their work to IHCI 2023.
The Microsoft CMT portal conference system played a crucial role during the submis-
sion, review, and editing stages, and we extend our thanks to the technical program
committee (TPC) and organizing committee for their invaluable efforts in ensuring the
conference’s success. Finally, we express our appreciation to the speakers, authors, and
participants whose contributions made IHCI 2023 a stimulating and productive confer-
ence. The continued success of the IHCI conference series relies on their unwavering
support in the future.
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Dhananjay Singh

Uma Shanker Tiwary
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Blockchain Technology as a Defense Mechanism
Against Data Tampering in Smart Vehicle
Systems
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Abstract. Smart vehicle systems, integrated with cutting-edge technology, have
evolved to become a crucial element of modern transportation. They are lead-
ing us into a fresh era of mobility, offering the potential for increased efficiency,
upgraded safety, and enhanced user satisfaction. According to a study by Statista,
interms of JoT-related revenue, the automotive IoT market is expected to reach 23.6
billion US dollars in 2025 [1]. However, their reliance on data-driven technolo-
gies also exposes them to the ever-present threat of data tampering. In response to
these emerging threats, the imperative to fortify the cybersecurity posture of smart
vehicles has never been more pressing. Known for its decentralized, immutable,
and transparent nature, blockchain is a promising solution for safeguarding crit-
ical vehicle data. As part of this research paper, we look at the fundamentals of
blockchain technology and discuss how this technology can be used within smart
vehicles to enhance the security and integrity of data generated, stored, and shared.
By leveraging the blockchain’s security features, stakeholders in the automotive
industry can pave the way for safer and more reliable smart vehicle technologies.
This research also invites further exploration and collaboration to harness the full
potential of blockchain in fortifying the future of smart transportation.

Keywords: Smart vehicle systems - Automotive cybersecurity - Blockchain
technology

1 Introduction

During the past few decades, a technological revolution has unfolded, transforming the
world. As cloud computing transcended infrastructure, global connectivity was fostered,
and the Internet of Things (IoT) connected everyday objects. As these technologies
continue to evolve and intertwine, they have collectively woven a complex tapestry that
covers the world in an intricate web of innovation and connectivity. It can be summed
up by saying that all objects and things are being replaced by their smart substitutes.
Smart vehicles are one of these substitutions. Vehicles embedded with cutting-edge
technology are ushering in a new era of transportation that promises increased efficiency,
enhanced safety, and improved user experiences. As of 2018, there were 330 million
connected cars, according to Upstream. Those numbers are expected to rise to 775
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million by 2023. In addition, approximately 25 GB of data will be produced per hour by
connected cars by 2025. Those numbers jump to 500 GB an hour for fully autonomous
vehicles. Upstream estimates that the automotive industry is projected to lose $505
billion by 2024 to cyberattacks [2]. In response to these emerging threats, the imperative
to fortify the cybersecurity posture of smart vehicles has never been more pressing.
In an era when smart vehicles are becoming an integral part of daily life, protecting
them from cyber threats is not just an option but a critical necessity for their safety and
integrity. A fundamental motivation for this research lies in the profound implications
smart vehicles have on society, the economy, and public safety. The latest report (Table 1),
released in early 2021 illustrates data from 2010 to 2020 and covers over 200 automotive
cyber incidents across the world [3]. It is important to understand that smart vehicles
are not just mechanical entities. They are intricate cyber-physical systems interacting
with hardware, software, sensors, actuators, and external networks. The interplay of
these intricate systems has created a range of cybersecurity threats that go beyond the
conventional boundaries of automotive engineering.

Table 1. Automotive attack vectors: 2010-2020

#N Hardware/software Share of total
1 Cloud servers 32.9%
2 Keyless entry-Key fob 25.3%
3 Mobile app 9.9%
4 ODB port 8.4%
5 Infotainment system 7.0%
6 Sensors 4.8%
7 ECU-TCU-Gateway 4.3%
8 In-vehicle network 3.8%
9 Wi-Fi network 3.8%
10 Bluetooth 3.6%
11 USB or SD port 2.1%

2 Background and Literature Review

Data tampering in the context of smart vehicle systems refers to the unauthorized alter-
ation, manipulation, or compromise of critical data that underpins the functioning and
decision-making processes of these vehicles. Whether it involves falsifying sensor data,
modifying route information, or tampering with vehicle-to-vehicle (V2V) communica-
tions, such attacks pose significant threats to the reliability, safety, and trustworthiness
of smart vehicles. The consequences of data tampering incidents in this domain can
range from minor inconveniences to life-threatening situations, making it imperative



22 K. Kodirov et al.

to address this issue comprehensively. Blockchain, the foundational technology behind
cryptocurrencies like Bitcoin, has garnered significant attention across various indus-
tries due to its unique attributes. It is a decentralized and distributed ledger system that
offers transparency, immutability, and trust through cryptographic mechanisms. These
qualities position blockchain as a promising solution to secure the integrity of data
generated, stored, and communicated within smart vehicle ecosystems. Smart vehicle
systems represent a transformative paradigm in modern transportation. These systems
integrate cutting-edge technologies, including Internet of Things (IoT) sensors, artificial
intelligence (AI), machine learning (ML), and real-time data communication, to create
vehicles that are not only intelligent but also interconnected. This convergence of tech-
nology promises to revolutionize road safety, traffic management, and overall driving
experiences. However, this rapid evolution also introduces new challenges, particularly
in terms of data security.

Data tampering, or the unauthorized alteration and manipulation of data, has emerged
as a critical concern in the realm of smart vehicle systems. These systems rely heavily
on data for various functions, including:

1. Sensors and telemetry: Smart vehicles use sensors to collect data on road condi-
tions, weather, vehicle performance, and the environment. This data informs real-time
decisions for navigation and safety.

2. Communication networks: Vehicle-to-vehicle (V2V) and vehicle-to-infrastructure
(V2I) communication networks enable vehicles to share critical information. Tam-
pered data in these networks can lead to accidents or disruptions in traffic management.

3. Automated decision-making: Many smart vehicles incorporate autonomous or
semi-autonomous features that rely on data for decision-making. If this data is
compromised, it can lead to incorrect or unsafe actions.

4. Fleet management: In commercial settings, fleet management relies on accurate data
for route optimization, fuel efficiency, and maintenance scheduling. Tampered data
can result in inefficiencies and increased costs.

In recent years, the convergence of blockchain technology and smart vehicle systems
has gained substantial attention, with several noteworthy studies shedding light on the
dynamic landscape of applications and innovative approaches. Notable among these are:
(1) Smith et al. (2023), who introduce a blockchain-based communication framework
designed to enhance secure vehicle-to-vehicle (V2V) communication in smart vehicles,
thus ensuring data integrity and privacy[4]. (2) Brown and Lee (2022), whose comprehen-
sive survey provides insights into diverse blockchain applications within the automotive
industry, particularly emphasizing cybersecurity. This survey encompasses the latest
trends in safeguarding smart vehicle systems against data tampering and cyber threats
[5]. (3) Gupta et al. (2022), who explore scalable blockchain solutions for managing
the burgeoning data volumes generated by smart vehicles [6]. These recent contribu-
tions illustrate the ongoing evolution of blockchain technology within smart vehicle
systems, underscoring its potential in revolutionizing security, data management, and
communication in the realm of connected and autonomous transportation.
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3 Data Tampering in Smart Vehicle Systems

Data tampering in smart vehicle systems encompasses a range of malicious activities,
including the unauthorized alteration, manipulation, or compromise of critical data. The
consequences of such tampering are multifaceted and potentially severe:

1.

Safety risks: One of the foremost concerns is the potential compromise of safety-
critical data. For instance, tampering with sensor data, such as those responsible for
collision avoidance or lane-keeping, can lead to incorrect decisions by autonomous
driving systems, resulting in accidents and endangering lives.

. Traffic disruption: Data tampering can disrupt the coordination and communication

between smart vehicles. In V2V and V21 communication networks, altered data can
mislead vehicles, leading to traffic congestion or collisions.

. Financial implications: In commercial applications, data tampering can have finan-

cial repercussions. Fleet management relies on accurate data for route optimization,
fuel efficiency, and maintenance scheduling. Tampered data can result in inefficiencies
and increased operational costs.

. Privacy concerns: Smart vehicles collect vast amounts of data, including location,

behavior, and preferences. Unauthorized access or tampering with this data can lead
to privacy breaches, identity theft, and misuse of personal information.

Before delving into further discussion, let’s examine common data tampering

incidents in smart vehicle systems in Table 2 [7].

Table 2. Common of data tampering incidents in smart vehicle systems

#N | Incident type Description Consequences

1 GPS spoofing Falsification of GPS signals | Misleading navigation

2 Sensor manipulation Altered LiDAR and radar | Unsafe driving decisions
data

3 Communication disruption | Interference with V2V and | Traffic congestion, accidents
V2I systems

4 Data theft Unauthorized access and Privacy breaches
theft of data

Addressing data tampering in smart vehicle systems necessitates innovative and

robust security measures. Blockchain technology emerges as a promising solution, offer-
ing inherent features that can help fortify the integrity of data and enhance trust among
stakeholders. In the following sections, we will explore how blockchain technology can
be leveraged to counter data tampering risks effectively within the context of smart
vehicles.
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4 Blockchain Technology as a Solution in Smart Vehicle Systems

Blockchain technology, when applied to smart vehicle systems, represents a robust and
sophisticated approach to addressing data tampering vulnerabilities and ensuring the
integrity of critical data and communications. In this section, we examine the techni-
cal aspects of how blockchains can be implemented within smart vehicle ecosystems,
focusing on specific use cases, protocols, and underlying cryptography.

4.1 Technical Foundations of Blockchain in Smart Vehicle Systems

Blockchain technology has a lot to offer in the context of smart vehicles, but it’s important
to establish a technical foundation before looking at practical implementations. Key
principles and components include:

e Distributed ledger architecture: Blockchain operates as a distributed ledger as
shown in Fig. 1 [8], which consists of a network of nodes (computers) that col-
lectively maintain a synchronized record of transactions. This architecture ensures
redundancy and eliminates single points of failure.

Centralized Decentarlized Distributed Ledgers

Public Private

Users are Users are not
anonymous anonymous

Fig. 1. Distributed Ledger Architecture of Blockchain

e Consensus mechanisms: Smart vehicle blockchain implementations often utilize
consensus mechanisms like Proof of Work (PoW) or Proof of Stake (PoS) to validate
and add new blocks to the chain. The choice of consensus mechanism impacts factors
such as security, energy efficiency, and transaction speed.

e Smart contracts: Smart contracts are self-executing, programmable scripts deployed
on the blockchain. They enable automation of predefined actions when specific con-
ditions are met. In smart vehicle systems, smart contracts can govern agreements
related to data access, sharing, and compensation.

e Public vs. private blockchains: The choice between public and private blockchains
depends on the use case. Public blockchains (e.g., Ethereum) are open to anyone,
offering transparency but with potential privacy concerns. Private blockchains provide
controlled access, ensuring data privacy, making them suitable for business consortia
and organizations.
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4.2 Practical Implementations and Prototypes

Smart vehicle systems have been incorporated with blockchain technology in a number
of practical implementations and prototypes, demonstrating its potential for enhanced
data security and integrity. The initiatives include blockchain-powered data marketplaces
for vehicles to share and monetize data securely, secure over-the-air software updates
that verify update authenticity, and experimental decentralized autonomous vehicles
(DAVs) that use blockchain for consensus on route planning and traffic coordination.
Within smart vehicle ecosystems, these real-world endeavors demonstrate blockchain’s
feasibility and benefits in improving data tampering resistance and trust.

5 Conclusion

In conclusion, incorporating blockchain technology into smart vehicle systems is a piv-
otal step toward enhancing data integrity and security in the evolving landscape of
connected transportation. Blockchain’s technical foundations and practical implemen-
tations offer promising solutions to combat data tampering risks and establish trust
within vehicular ecosystems. While challenges like scalability and interoperability per-
sist, blockchain’s potential to revolutionize smart transportation remains undeniable. It
emerges as a transformative defense mechanism against data tampering, ushering in a
future of safer and more reliable smart vehicles.

Acknowledgment. This research was supported by Korea Institute of Marine Science &
Technology Promotion (KIMST) funded by the Ministry of Oceans and Fisheries (20210650).
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